Guia de configuracion
Modulo SNMP para SAl
PH 9100

El PH 9100 es un mdédulo SNMP especificamente disefiado para los SAl/
UPS Phasak online que cuentan con puerto Intelligent Slot, optimizando
su capacidad de gestion y monitoreo dentro de infraestructuras de Tl. Este
dispositivo permite una integracion eficaz y segura con sistemas de
gestion de red, facilitando el control remoto y la supervision del estado de
los UPS, lo cual es crucial para mantener la operatividad de equipos

criticos.

VIEWPOWER PRO
Software Recomendado




Descarga de software

Desde PHASAK recomendamos el uso del Software Gratuito Viewpower,
completamente optimizado para funcionar con la tarjeta PH 9100.

Exiten otras alternativas en el mercado, tenga en cuenta que tener
instalado otro software podria ocasionar problemas durante la instalacion
y en el propio funcionamiento.

Si es asi, por favor asegurese de que el software anterior no ha alterado el
Firewall de su equipo, quiza deba abrir los puertos de forma manual.

Este documento explica, paso a paso, como detectar y configurar la tarjeta
SNMP PHASAK PH 9100 utilizando ViewPower Pro / SNMP Manager,
incluyendo alertas por correo y apagado remoto mediante Shutdown
Wizard.

1. Requisitos previos

SAl compatible con tarjeta SNMP PHASAK PH 9100 instalada y conectada a red
(Ethernet).

Un PC en la misma red local (LAN) para realizar la configuracion.

Acceso a un servidor SMTP para envio de correos (por ejemplo, Gmail con contrasena de
aplicacion).

Permisos de administrador en Windows si se va a configurar el apagado remoto
(firewall y servicios).

Recomendacioén: cambie la contraseia por defecto de la tarjeta tras la primera

conexion.

2. Instalacion de ViewPower Pro y acceso SNMP

1. Descargue e instale ViewPower Pro (software de monitorizacion).
2. Abra ViewPower Proy localice el servicio/gestor del programa.
3. Haga clic derecho sobre el servicio y acceda a la opcion “SNMP Manager”.

El SNMP Manager suele detectar la tarjeta
automaticamente, ya que por defecto obtiene una
direccion IP por DHCP.

1. En la lista de dispositivos, identifique la IP asignada a
la tarjeta.

2. Haga doble clic sobre la IP para abrir la interfaz de
configuracion.

3. En la esquina superior derecha, inicie sesidén con la
contrasena por defecto: 12345678 (recomendamos
cambiarla tras el primer acceso)

Caonfiguration
Hitps

Open Monitor




. SNMP Manager (e,
System Seftings Language
1P address T MAC address [Basicinto [ 1P setings | [ [ sus | ‘
1921684131 \50—19—2&298704 :
Padgess [ R
wicsdgess [ ]
Password:[12345678 |
Use system time: 01/23/2026 15:3206
allow Muticast | Apply |

1921684 11:41350] Open web server page.
11133 Oparatensuccss
11:15:13] 192.168.4.157 Online successfully 10
[11:15:14]  Open web server page. e
11:19:13) 192.168.4.131 Online successtully.
11:19:15] 192.168.4 131 Oniine successully.
[11:19:15]  Open web server page.

3. Configurar alertas por correo electrénico
Desde la interfaz de la tarjeta podra configurar notificaciones por email (alarmas,
cambios de estado, eventos, etc.), ademas de consultar logs y otros parametros.

3.1. Pardmetros de Email (ejemplo con Gmail)
En el menu lateral izquierdo, vaya a: Email.

Si utiliza Gmail u otro proveedor con verificacion reforzada, serd necesario crear una
contrasena de aplicacion y usarla en lugar de la contrasena habitual.

Complete los campos SMTP y direcciones de destino segun su proveedor (servidor,
puerto, usuario, contrasefa de aplicacion, SSL/TLS, remitente y destinatarios).

E-mai
SMTP server: smip gmalcom | Receive 1: info@phasak com |(Apoty | [Detete |
Security Type: ONone OSSL @TLS Receive2 [ | (Apoty | [Detete |
O A— Recsive 3| |[ovl | (et
Send from: | 2%, .~ @gmail com | Receive 4 | (Apply | [Delete |
: Use name: == @gmai com | Racaves Aoy ) (Daee]
2 Need Auth Receive 6: |[Apply | [Delete |
System configuration Password: oo | Receive 7: |[ Apply | [ Delete |
Ll Note: After apply, you can click “Test” button to send a test message. Receive & | | Apply | [ Delete
[Test | Password get back Email | | Apply | [ Delete |

Recipient's Email Address (for Daily Report)
Account 1: ] [ Delete |
Account 2: ] [ Detete |

Send Email for Daily Report (hhmm): () at (0000 |
Send Email when Event Log overflows (30M): ()
Send Email when Data Log overflows (30M): (]

Ejemplo prueba con cuenta de Gmail

Ejecute la prueba de envio (“Test”) y verifique la recepcion del correo en la bandeja de
entrada.

test <C== " @gmail.com>

parainfo «

192.168.4.131 dice

Test successfull Hello,

Date/time:01/29/2026 12:47:37, GMT+00:00




3.2. Seleccién de eventos que generan aviso
Por defecto, la tarjeta puede notificar multiples anomalias/eventos. Para ajustar qué
eventos generan aviso, utilice: Event Action.

Information

[ Shutdown the PC while battery mode.
Shutdown PC: ® after[1800 | Sec O battery capacity is less than 20 %
Time needed for shutting down the PC[120 | Sec.
The PC should: O Shutdown ® Go to sleep

(] Also power off the UPS after shutting down the PC.

Shutdown the PC while low battery.

(] Wake on LAN while AC recovery.

Send E-mail while any UPS's event occurs.
[) Send SMS while any UPS's event occurs.

[ Shutdown the PC while temperature upper limit. |55 Fc [ Apply |
EMD alarming temperature upper limit| 9.9 |*C [ Apply |

EMD alarming humidity upper limit | 1000 |% | Apply |

EMD alarm reset

Datarecordinterval[60 | Sec.

Select events to send SMS and email
# [ Select all/unselect all Event Code Descriptions

001 F001 Bus voltage not within default setting
002 F002 Bus voltage over maximum value

003 F003 Bus voltage below minimum value

004 [ F004 Bus voltage differences out of acceptable range
005 I FO05 Bus voltage of slope rate drops too fast
006 F006 Over current in PFC input inductor

007 F017 Inverter voltage not within default setting
008 F4 FO018 Inverter voltage over maximum value
009 E3 FO19 Inverter voltage below minimum value
010 F020 Inverter short-circuited

011 F021 L2 phase inverter short-circuited

012 4 F022 L3 phase inverter short-circuited

013 [ F023 L1L2 inverter short-circuited

014 F024 L2L3 inverter short-circuited

3.3. Prueba de aviso por corte de suministro

1. Asegurese de que el evento de “corte de suministro / entrada en modo bateria” esta
habilitado para email.

2. Simule un corte desconectando el SAl de la red eléctrica (sin desconectar las cargas).
3. Verifique la recepcién del aviso: el SAl entra en modo bateria.

4. Reconecte el SAl a la red eléctrica y verifique el aviso de recuperacion (modo line).



_—

Eannae gmail.com G ~ @gmail.com> T @gmail.com < ~@gmail.com>
parainfo v

parainfo »
Hello, Hello,
Date/time:01/29/2026 13:25:48, GMT+00:00 Date/time:01/29/2026 13:27:27, GMT+00:00
Equipment attached: SNMP web pro Equipment attached: SNMP web pro
IP: 192 1P:192.168.4.131
Status: Status:

Time Event Name Time Event Name
01/29/2026 13:25:48 Battery Mode 01/29/2026 13:27:26 Line Mode
Regards Regards

587pruebasmtp@gmail.com 587pruebasmtp@gmail.com

e @gmail.com <=7 @gmail.com> o @gmail.com <" @®gmail.com>
parainfo » parainfo =
Hello, Hello,
Date/time:01/29/2026 13:25:52,GMT+00:00 Date/time:01/29/2026 13:27:31,GMT+00:00
Equipment attached: SNMP web pro Equipment attached:SNMP web pro
P 192 1P:192.168.4.131
Status: Status:
Time Event Name Time Event Name
01/29/2026 13:25:51 AC failure 01/29/2026 13:27:30 AC recovery

4. Apagado automatico de equipos en red (Shutdown Wizard)
Esta seccion describe como configurar el apagado remoto de un equipo que no esta
alimentado por el SAI, pero si conectado a la misma red.

4.1. Instalaciéon de Shutdown Wizard

1. Descargue Shutdown Wizard desde la misma web de ViewPower Pro.

2. Instale el programa en el equipo que recibira la orden de apagado.

3. Por defecto, Shutdown Wizard acepta érdenes desde cualquier direccién. Ajuste la IP/
autorizaciones si su politica de red lo requiere.

& ShutdownWizard 2.0 - o *
Language

(® Accepts the shutdown command from all hosts
) Accepts shutdown command from remote systems

192 220 127.0.01
Add Del

i shutdown delay time 4, IE] seconds

™ shutdown alarm,interval 1q E seconds

Excute file:
= Follow the host instruction
i Excute the local file .



4.2. Asociar el equipo en SNMP Manager

1. En la interfaz de SNMP Manager, vaya al apartado: Shutdown.

2. Introduzca la IP del equipo que recibira la orden de apagado.

3. Active “AES Encryption” si esta utilizando Shutdown Wizard v2.0 (recomendado).

1920222200 dice

Operation successful!

Information

Jasic No script
UPS setting
: [ select | No file selected!

*You can enter script name in command field if you want to execute it by SSH.

Control

System configuration

“If you are using the 16 and above please check AES
1P address SSH | eor name Password Command
o1 (182 ] -] [root = |[hah | (Aopy | L
02: [0.0.00 (m] [root J[= | [hatt |[Apply | [ Delete | 02
03: (0,000 (] [root J[===== | [hak |[Aoply | [Delete | L]
04 [00.00 O [0t | |[hat | [ Aol | L
05: (0000 O O [ow | [ Ay o
0 [m = I = [T [Aoply | 0%
or: 0O 0O [ow | | hat |[Aoply | [ Delete | o
08: (] O [root | | hatt |[ Aoty | %

4.3. Definir condicion de apagado (Event Action)
En Event Action, defina cuando debe apagarse el equipo.

Ejemplos habituales:
- Apagar tras X segundos/minutos desde la entrada en modo bateria (por ejemplo, 60 s).
- Apagar cuando la bateria baje de un umbral (recomendado: 20%).

Information

the PC while battery mode.
PC: ® after(60  |Sec O battery capacity is less than 20 %.

UPS setting

Control

System configuration

Time needed for shutling down the PC[120 | Sec.
The PC should: O Shutdown @® G fo sleep
() Also power off the UPS after shutting down the PC.

& Shutdown the PC while low battery.

() Wake on LAN while AC recovery.

& Send E-mail while any UPS's event occurs.
("] Send SMS while any UPS's event occurs.

(] Shutdown the PC while temperature upper limit [55 FC | Apply |
EMD alarming temperature upper limit |99 9 |*C | Apply |
EMD alarming humidity upper limit | 1000 % | Apply |

EMD alarm reset
Oata recadimerval (50| sec




5. Reglas de firewall en Windows (UDP 161/162 + programa)
Para que la comunicacion SNMP y el apagado remoto funcionen correctamente, puede
ser necesario afadir 2 excepciones diferentes en el Firewall de Windows.

5.1. Permitir puertos SNMP (entrada)
Cree una nueva regla de entrada en su Firewall con los siguientes parametros:

Tipo de regla Puerto
Protocolo UDP
Puertos locales 161,162

Accion Permitir la conexion
Perfil Dominio / Privado / Publico
Nombre Shutdown Wizard

ﬁmawmmv

O Programa
Regla que controla las conexiones de un programa

@ Puerto

O Predefinida:

Regla que controla las conexiones de un puerto TCP o UDP.

W

(® Permitir la conexién
Esto incluye las conexiones protegidas mediante [Psec y las que no lo estén.

(O Permitir la conexién si es segura
Esto incluye solamente las conexiones autenticadas mediant
mediante la corfiguracién de reglas y propiedades de IPsec del nodo
conexién

A N

@) Programa
Flegla que controly Ly coneucres de un prgrama

(e]

o

-

-

@FrewalAP! 180200

Regla que controla las conexiones de una experiencia con Windows. o -

Personalizada
Regla personalizada.

) Prmsanah
Flaghs
: : e c: : -

O Pueta
e IPsec. Estas se protegerdn Plogs que Sontesia W Sonesared 88 U pusts TCP & UDP.
Regla de seguridad de
) Prodefinida:
Frrwald 1 8007
Flaghs que contals L sonmmionis 55 uns apesencis con Windows.

5.2. Permitir Shutdown Wizard (programa)
Cree una nueva regla de entrada para programa y seleccione el ejecutable de
Shutdown Wizard en la ruta donde lo haya instalado.

() Todos los programas

La regla se aplica a todas las conexiones en el equipo que coinciden con otras

propiedades de reglas.

(®) Esta nuta de acceso del programa:
C:\ShutdownWizard\ShutdownWizard.exe|

Ejemplo: c:\path'\program exe

%ProgramFiles % \browser\browser exe

)

6. Prueba final

1. Aplique los cambios en la tarjeta y en el equipo (firewall).
2. Simule un corte de suministro desconectando el SAl de la red eléctrica.
3. Compruebe que se reciben los avisos por email y que el equipo configurado ejecuta

el apagado segun la condicién definida.



